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BEFORE WE START - REQUIREMENTS

▸ A decent computer with enough power to run a hungry VM 

▸ If you can give it 6GB of RAM & 2 processor cores, that would be 
great 

▸ 4GB is the bare minimum 

▸ Virtualisation software (VMware Fusion, VMware Workstation, or 
VirtualBox) 

▸ An SSH client on your host OS 

‣ Copy all the contents of the USB keys we provide to your laptops



WHAT WE ARE GOING TO COVER TODAY

▸ Overview of the software stack: TheHive, Cortex & MISP 

▸ Installation & Configuration 

▸ Case Study 1: Your Car is Waiting 

▸ Case Study 2: Feed me an Alert 

▸ Case Study 3: Knock, Knock, You’ve got an Event



OVERVIEW
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▸ SIRP / SOAR 

▸ Collaborate in real-time 

▸ Fully customisable dashboards : track activity, follow KPIs… 

▸ Use Cortex for at-scale analysis & active response 

▸ Leverage MISP for CTI functions 

▸ Multiple auth methods (LDAP, AD, OAuth 2, API keys…) 

▸ Webhook support



▸ TheHive is horizontally & vertically scalable 

▸ You can add additional nodes to the underlying 
Elasticsearch cluster 

▸ You can dynamically add TheHive nodes to your cluster to 
increase the performance of the platform 

▸ TheHive API is stateless to the exclusion of the stream  

▸ You can explore almost all the data that TheHive handles 
thanks to the search module



▸ Observable analysis & active response engine 

▸ Analyze using the Web UI or through the REST API 

▸ Respond & take action 

▸ Use Python (or other languages supported by Linux) to 
write your own 

▸ TheHive can leverage multiple Cortex instances 

▸ Use MISP for additional analysis possibilities

101 ANALYZERS
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▸ Unlike TheHive, Cortex supports RBAC or multi-tenancy 

▸ You can host multiple ‘organizations’ within a single 
instance 

▸ Each organization can have its own set of analyzers and/or 
responders, corresponding quota limits and custom 
caching 

▸ Analyzers and responders understand the TLP and the PAP 
(Permissible Actions Protocol) and will act accordingly
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▸ The de facto standard for threat sharing 

▸ Threat intelligence collection, sanitisation & dissemination 

▸ Correlation & intelligence storage 

▸ Supports tagging, galaxies, objects, taxonomies such as ATT&CK, & 
much more 

▸ Can be highly automated 

▸ TheHive can import from or export to multiple MISP instances 

▸ Tightly integrated with Cortex for indicator enrichment

OR BOTH AT THE SAME 
TIME
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MISP && THEHIVE

▸ The MISP event used to create the case will feed new 
observables when new attributes are added to it 

▸ When you add observables to your case during your 
investigation, only those flagged as IOCs can be shared back to 
the MISP event you used to create your case  

▸ If its sync user cannot write to that event (different org for ex.),  
TheHive will create an extended event 

▸ You can also create a new event on as many instances as you’d 
like

MIND THE 
INTERVAL (1H BY 

DEFAULT)

AS LONG 
AS YOU DON’T MERGE 

CASES

http://www.misp-project.org/2018/04/19/Extended-Events-Feature.html
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MISP && THEHIVE
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BUT THERE’S MORE TO IT

▸ TheHive can monitor the connection ‘health’ of all the 
MISP and Cortex instances it is connected with 

▸ You can tailor MISP settings in TheHive in several ways

MAX JSON SIZEORG BLACKLIST IMPORT/EXPORT/ 
(OR BOTH)

MAX ATTRIBUTES 
PER EVENT

AGE OF THE LAST 
PUBLICATION DATE TAG BLACKLISTTAG WHITELIST*

* Introduced in TheHive 3.2.0



UPCOMING FEATURES

▸ Cortex 2.2 ~ Q1 2019 

▸ Dockerized analyzers for easier deployment 

▸ TheHive 4.1 ~ Q2 2019 

▸ Replace Elasticsearch with a GraphDB 

▸ Share sightings with MISP 

▸ Add support for MISP objects 

▸ TheHive 4.3 ~ Q4 2019 

▸ Add taxonomy (such as ATT&CK) support 



TRY THE TRIO



▸ TheHive, Cortex and MISP are available under a, free, open 
source AGPLv3 license 

▸ TheHive and Cortex can be installed using RPM, DEB, 
Docker image, binary package or built from the source code 

▸ MISP can be installed using Vagrant, VM, Docker image or 
built from the source code 

▸ You can try TheHive, Cortex & MISP using the training VMs 

▸ NEW: combined training VM with TheHive, Cortex and MISP

https://thehive-project.org/
https://misp-project.org/
https://www.circl.lu/misp-training-images/
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EXAMPLE 2 - VERY LARGE CORP
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ADDITIONAL SOFTWARE FROM THEHIVE PROJECT & MISP PROJECT

▸ AIL - Analysis Information Leak Framework by CIRCL with support for 
TheHive alert creation 

▸ TheHive4Py - Python lib to create alert/case from multiple sources 

▸ Cortex4py - Python lib to submit observables in bulk mode through 
the Cortex REST API from alternative SIRP platforms & custom scripts 

▸ DigitalShadows2TH - TheHive Alert Feeder for Digital Shadows  

▸ Zerofox2TH - TheHive Alert Feeder for Zerofox 

▸ Synapse - Meta Alert Feeder with custom workflows. Currently 
supports Exchange, O365 & QRadar

https://github.com/CIRCL/AIL-framework
https://github.com/CERT-BDF/TheHive4py
https://github.com/CERT-BDF/Cortex4py
https://github.com/TheHive-Project/DigitalShadows2TH
https://github.com/TheHive-Project/Zerofox2TH
https://github.com/TheHive-Project/Synapse


ADDITIONAL SOFTWARE FROM THE COMMUNITY

▸ FireEye2TH - FireEye iSIGHT Alert Feeder for TheHive by LDO-CERT 

▸ Elastalert Hive Alerter - use a custom Elastalert Alert to create alerts. 
contributed by Nclose 

▸ Email Feeder - feed emails as alerts to TheHive, contributed by Xavier Mertens 
(SANS ISC) 

▸ qradar2thehive - automatically create cases out of QRadar offenses, 
contributed by Pierre Barlet 

▸ TheHive DXL Python Service - Access TheHive API via the Data Exchange 
fabric 

▸ Go-cortex-analyzers - Additional analyzers written in GO by Rostelecom CERT

https://github.com/LDO-CERT/FireEye2TH
https://github.com/Nclose-ZA/elastalert_hive_alerter
https://github.com/pierrebarlet/qradar2thehive
https://www.opendxl.com/filebase/index.php?file/92-thehive-dxl-python-service/
https://github.com/Rostelecom-CERT/go-cortex-analyzers


Now Let’s Get to Work!


